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FIPPA – Brief Summary and Background

In June 2006 the Ontario Freedom of Information and Protection of Privacy Act  (“FIPPA”) became applicable to all “educational institutions” in Ontario. FIPPA has two primary goals: (i) to provide a right of access to information under the control of the institutions to which it applies; and (ii) to protect the privacy of individuals with respect to personal information about themselves held by institutions, and to provide individuals with a right of access to that information. 

As a result of the inclusion of Ontario universities under FIPPA, Faculty Associations have been faced with a number of new questions, including:

1. Who has access to the personal information of faculty members and under what circumstances?

2.  When can FIPPA be relied upon by Faculty Associations and their members to protect the members’ interests?

3.  When can Faculty Associations and their members use FIPPA to gain access to information held by the University?

This is a new and evolving area of the law with no clear answers. However, this update outlines the current state of the law and suggests strategies for protecting members’ interests through collective bargaining, including some suggestions which Associations may want to consider during bargaining.

II. 
What counts as “personal information” under FIPPA?   

FIPPA establishes conditions under which individuals can access information held by universities, and at the same time establishes protections for personal information held by universities. In particular, FIPPA provides that “every person has a right of access to a record or part of a record in the custody or under the control of an institution” (s.10), unless the record falls within certain exemptions set out by the Act or contains personal information.
“Personal information” is defined generally as “recorded information about an identifiable individual,”
 such as information relating to the race, religion, or age of the individual. 
Notably, FIPPA specifically defines “personal information” as including: “(e) the personal opinions or views of the individual except where they relate to another individual” and “(g) the views or opinions of another individual about the individual.”
In other words, where a faculty member expresses a personal opinion about a subject matter, this would be considered to be the “personal information” of that member; however, where a faculty member expresses a personal opinion about another individual, such as a student, this would not be considered to be the faculty member’s personal information, but rather the personal information of the student.
Certain classifications of documents are, however, exempted from FIPPA, regardless of whether they include personal information. This has two very different consequences:

1. Access to such records cannot be obtained through the access to information process created by FIPPA. 

2. However, such records are not protected from disclosure by the privacy protections in the Act. 
Examples of such exemptions that are particularly relevant in the university context include:

· Section 65(6): 

“Subject to subsection (7), this Act does not apply to records collected, prepared, maintained or used by or on behalf of an institution in relation to any of the following….

2. 
Negotiations or anticipated negotiations relating to labour relations or to the employment of a person by the institution between the institution and a person, bargaining agent or part to a proceeding or an anticipated proceeding.

3.
Meetings, consultations, discussions or communications about labour relations or employment-related matters in which the institution has an interest…”

· Section  65 (8.1):

“This Act does not apply,

(a)  
to a record respecting or associated with research conducted or proposed by an employee of an educational institution or by a person associated with an educational institution;

(b)
to a record of teaching materials collected, prepared or maintained by an employee of an educational institution or by a person associated with an educational institution for use at the educational institution;…”

As is explained in more detail below, the Privacy Commissioner has given a liberal interpretation to the “research” exemption, which limits the access that information requesters will have to a faculty member’s research records.

In addition, the exemption from the Act granted by s. 65(6)(3) has been given a very broad interpretation by the courts (see the discussion of the University of Windsor case below).  As a result, information requesters will not be able to seek access to a faculty member’s “employment-related” records, such as performance evaluations and records relating to a harassment complaint, through the access to information provisions in FIPPA.
  Conversely, however, and of more concern, the protection of privacy provisions do not apply to these records.  
It may seem counter-intuitive that sensitive employment information—such as employee financial or health information, peer review assessments of faculty members, or student evaluations of teaching—is not subject to the protection of privacy provisions of the Act and therefore that there is no statutory restriction on the Employer’s ability to disclose such information. Rightly or wrongly, however, that is the clear implication of court decisions to date. 

Accordingly, faculty associations should give consideration to proposing collective agreement language which ensures that employment-related information considered private by members is protected from disclosure regardless of the non-application of FIPPA.  
III.
Custody and Control of Documents 

As noted above, FIPPA provides that “every person has a right of access to a record or part of a record in the custody or under the control of an institution” (s.10), unless the record falls within certain exemptions set out by the Act or contains personal information. The definition of “custody or control”—and therefore what documents must be disclosed pursuant to an information request —has therefore been the subject of some dispute. 

The scope of “custody or control” over faculty members’ records was the subject of two arbitration awards arising out of a request by an individual for records mentioning his name at the University of Ottawa. In the two related awards, Arbitrator Philip Chodos held that members’ records are not under the custody and control of the university (and therefore were not subject to third party FIPPA requests) unless they pertain to university business. Examples of records linked to university business are records relating to administrative duties (such as the records of a chair or program director acting in the course of that administrative role), departmental or committee duties, personnel or peer review committees, career path and performance evaluations, general university communications (for example, memoranda issued to all faculty members), student exams, and exam copies submitted to the university by the member. Arbitrator Chodos specifically found that any personal notes or annotations are also excluded from the custody and control of the university. 

However, the same fact situation that led to the arbitration awards also led to an appeal before the Ontario Information and Privacy Commissioner under FIPPA. The Commissioner found that she was not bound by the ruling of the arbitrator and that she has the exclusive jurisdiction to determine the application of FIPPA. In a detailed analysis of the request, the Commissioner found that the essential factors to be considered in assessing whether records are within a university’s “custody or control” are:

· whether the record is in the physical control of the university (for example in a paper file or in electronic form on the network server);

· the relationship between the university’s mandate and the records in question;

· the principle of academic freedom (which may be informed by the terms of the collective agreement), and the practices which exist to protect it, which impose limits on the university’s access to or use of the records; and

· the customary practices of the university, and other institutions of a similar nature, with respect to whether the records have been considered to be in the university’s control.

“Customary practices” refers to how records of a particular nature have been treated historically at that particular institution, and whether they have been treated as if they were under the control of the Administration or of the individual faculty member. For example, some universities treat blank copies of exams or course syllabi as “belonging” to individual faculty members, while other universities maintain a central repository of exams and syllabi under the institution’s control. (It should be noted, however, that both exams and syllabi are arguably exempt from disclosure under s. 65(8.1) of FIPPA which excludes “a record of teaching materials collected, prepared or maintained by an employee of an educational institution” from the Act.)
Taking these factors into account, the Commissioner came to the following conclusion with respect to which records are under the custody or control of the University:

1. records, or portions of records, in the possession of a member that relate to personal matters or activities that are “wholly unrelated” to the university’s mandate are not in the university’s custody or control;

2. records relating to teaching or research are likely to be impacted by academic freedom, and would only be in the university’s custody or control if they would be accessible by institutional customs or practice, taking academic freedom into account;

3. administrative records are prima facie in the university’s custody or control, but would not be if they are unavailable to the university by institutional custom or practice, taking academic freedom into account.

The Commissioner cast doubt on Arbitrator Chodos’ view that “personal notes and annotations” would be excluded from disclosure, commenting instead that whether personal notes or annotations are subject to disclosure would depend on the other factors described above, i.e. the relationship of the record to the university’s mandate, and questions of academic freedom and “customary practice”. 

Finally, it should also be noted that the Commissioner held that records related to a faculty member’s membership in or representation by the bargaining agent are not in the custody or control of the university, and are therefore not subject to disclosure.

The Commissioner’s decision leaves open some significant questions, such as what kinds of personal communications will be considered “wholly unrelated” to the university’s mandate, or what the evidence of custom or practice would be. Moreover, in the University of Ottawa case, the relevant collective agreement did not contain any express language with respect to custody and control over records, leaving open the question of how relevant provisions in a collective agreement would impact such an analysis. 

It should be noted that while the Commissioner found that she has the exclusive jurisdiction to determine what records are under the custody or control of the university, and that she is not bound by an arbitral award on this issue, neither the decision of the Privacy Commissioner nor the award of Arbitrator Chodos was judicially reviewed. The jurisdiction of an arbitrator to adjudicate disputes over access to information requests remains untested in court. 

It should also be noted that, consistent with the Ontario Privacy Commissioner’s broad test for “custody or control”, the Commissioner has determined that SSHRC-related records (including emails from members of SSHRC selection committees to SSHRC officials and other members of the committee), are within the custody and control of the university—despite the university’s assertion that they related to an external agency and not the university itself—because peer review of research is related to the university’s mandate and the records were in the physical possession of the university.
 
However, the Privacy Commissioner also found that  because the records in question were research-related, they fell within the scope of the “research” exemption, and therefore, could not be the subject of a request for access; see below.

IV.
Exemptions

Records relating to “Research” 

Like employment-related records, research-related records are specifically exempted from FIPPA and are not subject to requests for disclosure, pursuant to s.65(8.1) of the Act. Although the term “research” is not defined in the Act, the Privacy Commissioner has defined “research” as “a systematic investigation designed to develop or establish principles, facts or generalizable knowledge, or any combination of them, and includes the development, testing and evaluation of research.”
 A claim for the research-records exemption must be “referable to specific, identifiable research projects that have been conceived by a specific faculty member, employee or associate of the University”.

Defined in this way, s.65(8.1) has been held to exempt research-related records such as research expense reports, peer-evaluations related to SSHRC grant applications, and other SSHRC-related communications.
 Key to the Privacy Commissioner’s reasoning has been the view that the protection of academic freedom outweighs the requester’s interest in the reports.

Records Related to Teaching

As with research-related records, FIPPA provides an exemption to “records of teaching related materials prepared or maintained by employees of educational institutions” (s.65(8.1)),and such records are not subject to the Act. However, this provision has not received any interpretation by the Privacy Commissioner, so the scope of this exemption has not yet been tested.

Student Evaluations of Teaching

There is very little Ontario case law addressing privacy considerations in relation to online student evaluations. Notably, however, in 2008, the Ontario Divisional Court found that FIPPA did not apply to student evaluations of teachers and therefore the privacy protections in FIPPA did not preclude the University from posting the evaluations on line.
 In that case, the Windsor University Faculty Association had challenged the University of Windsor’s practice of posting, without consent, aggregated student evaluation scores for individual faculty members. Because the student evaluation scores were a communication from students to the University about “employment-related matters”, the Divisional Court held, the student evaluation scores were exempt from the application of FIPPA. 
The Divisional Court’s decision suggests that FIPPA affords little or no protection against the use or disclosure of student evaluations by universities, and that any privacy protections for student evaluation scores must be bargained in the collective agreement. 
Faculty Associations may want to consider negotiating a requirement that Universities must obtain the individual faculty member’s consent before posting student evaluation scores on-line or, if this is not a viable option, that access to student evaluation scores are for private and personal use only and are not to be disclosed to third parties (for example, the press). For example, some institutions have a policy of making student evaluations available only to students with a valid student number for access to an online database of evaluations.

V.  
Using FIPPA to obtain access to University records

FIPPA Requests

Faculty Associations may also consider using FIPPA to make access to information requests for strategic purposes. For example, OCUFA has been successful in obtaining records such as contracts for senior administrators and for consultants, and briefing materials from relevant government officials on issues of importance to OCUFA members (for example, documents related to the development of satellite campuses).  Certain records are exempt from FIPPA requests, however, such as employment-related records, records covered by solicitor-client or litigation privilege, and information created for the purposes of collective bargaining negotiations.  
Donor Agreements

Donor agreements are currently not subject to freedom of information requests. In July 2012, OCUFA wrote to the Ontario government asking that FIPPA be amended to explicitly include, and make publicly accessible, donor agreements and all related documentation involving Ontario universities and third parties. The Minister’s Office has responded that it will take this suggestion into account when it next considers amendments to the Act. Given that such an amendment is not likely to be made in the near future, Faculty Associations should consider proposing language for inclusion in the collective agreement which requires disclosure of donor agreements to the Association.
VI. 
Intellectual Property Rights

Issues with respect to the ownership and use of intellectual property rights in works created by members in the course of their employment  are not affected by the passage of FIPPA,  but rather will continue to  be governed by the relevant provisions of the collective agreement and any applicable law. 
For example, the Copyright Act provides that ownership of copyright in works created by an employee in the course of employment generally rests with the employer in the absence of an agreement to the contrary. However, there are court and arbitration decisions that suggest that for university faculty, there is, by custom, an agreement to the contrary, with respect to certain kinds of works, such as their lectures.  Typically, faculty association collective agreements explicitly provide for the ownership of intellectual property rights in different kinds of works created by the member in the course of the member’s scholarship, teaching and service duties, and the right of the  member or the university to use those works for certain purposes. 
Faculty association collective agreements typically state that the faculty member owns the copyright in books and articles produced by the faculty member in the course of research, as well as lectures and instructional material, unless special arrangements have been made. FIPPA does not affect those provisions.  It is possible, however, that customary practices or collective agreement provisions with respect to the ownership of intellectual property could inform the assessment of whether the university has “custody or control” over member records, if the records pertain to works for which the member controls the intellectual property rights.
VII.
The Role of Faculty Associations

In a recent decision in Alberta involving the Association of Academic Staff of the University of Alberta (the “AASUA”), the court specifically addressed whether an academic staff association is a “person” for the purposes of Alberta’s freedom of information legislation. In the course of determining whether the records in question (emails between a member of a SSHRC selection committee and SSHRC officials) were in the custody and control of the University of Alberta, the Privacy Adjudicator had asked the parties—the University and the information requester—to provide the Faculty Agreement between the University of Alberta and the AASUA and to answer questions in regards to its interpretation. The AASUA was not given notice of the hearing or provided with an opportunity to make submissions in regards to the Faculty Agreement. As a result, the AASUA sought judicial review of the Adjudicator’s decision.

Despite the AASUA’s assertion that it should have been given notice because of the broad impact of the Adjudicator’s decision on its members, whose interests it represents both individually and collectively, the Court found that the AASUA was not an “affected person” because the Association would not be affected by the requester’s access to the specific records in question. Although the Adjudicator’s decision would set a precedent for future access requests under the Act, the Court noted, it is not binding on a grievance arbitrator under the Faculty Agreement, and therefore AASUA’s interests were not affected.

Although this case has not yet been followed by Ontario courts, the reasoning of the Alberta Court confirms that the most effective way that Faculty Associations can act to protect the privacy interests of their members is to negotiate language in their collective agreements with respect to custody and control of members’ records, and the privacy interests of members.

Ultimately, Faculty Associations always have a role to play in addressing privacy issues on behalf of their members with the employer, including ensuring that confidential information is used appropriately and that member’s privacy interests are protected. 
�S.2 of FIPPA provides: “personal information” means recorded information about an identifiable individual, including,


(a) information relating to the race, national or ethnic origin, colour, religion, age, sex, sexual orientation or marital or family status of the individual,


(b) information relating to the education or the medical, psychiatric, psychological, criminal or employment history of the individual or information relating to financial transactions in which the individual has been involved,


(c) any identifying number, symbol or other particular assigned to the individual,


(d) the address, telephone number, fingerprints or blood type of the individual,


(e) the personal opinions or views of the individual except where they relate to another individual,


(f) correspondence sent to an institution by the individual that is implicitly or explicitly of a private or confidential nature, and replies to that correspondence that would reveal the contents of the original correspondence,


(g) the views or opinions of another individual about the individual, and


(h) the individual’s name where it appears with other personal information relating to the individual or where the disclosure of the name would reveal other personal information about the individual; 


� However, the scope of this exemption is limited by subsection (7) which provides: 





(7)  This Act applies to the following records:





1. An agreement between an institution and a trade union.





2. An agreement between an institution and one or more employees which ends a proceeding before a court, tribunal or other entity relating to labour relations or to employment-related matters.





3. An agreement between an institution and one or more employees resulting from negotiations about employment-related matters between the institution and the employee or employees.





4. An expense account submitted by an employee of an institution to that institution for the purpose of seeking reimbursement for expenses incurred by the employee in his or her employment. 1995, c. 1, s. 82.





� The Privacy Commissioner has also found that records relating to the appointment of a new Dean were excluded from the Act pursuant to s. 65(6)3, and therefore denied an access to information request on that basis: see PO-2933, November 25, 2010.


� Order PO-2836, October 28, 2009; Order PO-2842, November 10, 2009; Order PO-2846, November 19, 2009; Order PO-2942, January 13, 2011; Order PO-2946, January 26, 2011; Order PO-2947, January 27, 2011.  It should be noted that the same issue with respect to the custody and control of emails of a faculty member sitting on a SSHRC selection committee was addressed by the Court of Queen’s Bench of Alberta. In that case, the Alberta Office of the Information and Privacy Commissioner found, like the Ontario Commissioner, that SSHRC-related emails were in the custody or control of the University because the emails had “passed through its servers” or because the University had “some right to deal with the records”. On judicial review, however, the Court of Queen’s Bench overturned the Commissioner’s order, finding that the emails were more analogous to personal emails and that employees may keep private items at the place of work without them falling within the employer’s possession and custody. Although the final result was the same in Ontario and Alberta—in both jurisdictions the emails were found not to be disclosable—the reasoning of the Alberta Court may become important in future arguments about custody and control over Member records. 


� Order PO-2693, July 16, 2008; Order PO-2942, January 13, 2011.


� Order Order PO-3084, June 7, 2012; Order PO- 2942, January 13, 2011; Order PO-2946, January 26, 2011.


�University of Windsor Faculty Association v. University of Windsor, 2008 CanLII 23711 (ON S.C.D.C.)


�This decision arose out of the same set of facts that gave rise to the decision of the Alberta Court of Queen’s Bench cited in footnote 2, supra, in which the Court found that SSHRC-related emails are not in the custody or control of the University. 
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